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February 18,2012 

VIA ELECTRONIC FILING 
Marlene H. Dortch, Secretary 
Office of the Secretary 
Federal Communications Commission 
445 12th Street, S.W., Suite TW-A325 
Washington, DC 20554 

RE: Annual 47 C.F.R. § 64.2009(e) CPNI Certification 
Covering Calendar Year 2011 
EB Docket No. 06-36 
Texas Bigfoot Communications LP 
FRN 0001637990 

Dear Ms. Dortch: 

Texas Bigfoot Communications, LP by its attorneys and pursuant to Section 64.2009(e) 
of the Commission's rules, hereby submits its 2011 CPNI Certification and Accompanying 
Statement. 

If there are any questions regarding this submission, please contact the undersigned. 

Very truly yours, 

Tamara Davis Brown 

Enclosures 
cc: Best Copy and Printing, Inc. 
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Texa.o; Rig/iml Communic(I(imls LP 
5829 Wesl Sum 1101181011 Pllrht1uy NOrTh 

Suite 704 

VIA ELECTRONIC FILI~G 

110Uo5t0I1. T.J( 77041 
713--161-2929 

Marlene (1. Dortch, 0 flice u r the Secretary 
Fedenll C()m1l1unicaljon~ Conlmission 
445 I t h Street. SW Suite TW-A325 
WashinhYfon, D.C. 20554 

Re: Annual 47 C.F.R. § 64.2009(e) ePNT Certification 
Covering Calendar Year 2011 
ED Dotket No. 06-36 
Texas Bigfoot Communicatiuns 
FRN 0001637990 

CERTIFICATION 

L JeHrcy Scott Cofsky, hereby certify that I am an ufl'icer of the company named above, 
and acting as an agent or th~ company. that 1 havt! personal knov.;ledge that t.he company has 
established operating procedures effective during the calendar year 2011 that arc adequate to 
ensun.~ compliance with the Customer Proprietary Network lnfummtion rules set t{lTth in 47 
C.F.R. ~§ M.2001 f:{ 5Cq. of the rules of the Federal Communications Commission. 

Attached to this certification is an accompanying statement that (i) explains how the 
cmnpmlY's procedures ensure that the company is in compliance with the requirements set forth 
in 47 C.l:.R. §~ 64.2001 el :'ieq. ofthe rule:-;, (ii) explains any actions taken against data brokers 
during the pust year, (iii) summarizes all customer complaints rec~ived in the pa~l year 
concerning the unauthori7.ed rdeasc of CP"NI and (iv) reports infonnation known to the company 
regarding tactics pretexlerl; may be using to attempt access to ePN!. 

The C(,lmpany represents and warrants lhat the above cenification is consistent with 47. 
C.F.R. § t .17 which requires truthful and accurate statements to Ihe Commission. The company 
also acknowlt!ugcs that raIse statenumts al1d misrepresentations to the Commissi(Jn arC' 
punishable under Title 1 R urthe U.S. Colic and may subject it to cnfon:ement action. 
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Texas Bigfoot ('oml1lllnictllioIlS 
1'-ltN noo 1637')90 
CJ'NI Ccrlilication 

STATEMENT 

Texas Bigfoot Communications ('"Carrier") is not interconnected tn the Public Switch 
Telephone Network ("PSTN"), and consequently does not have the type ,)f confidential and 
pl'Opridary inJi)mlL1tion that the Fedeml Communication Commission ("Commission") customer 
proprietary network innmtlalion ("CPNf',) regulations arc designed to protect. 

Carrier otTers only two-way dispatch service, where communications are hetwccll 
operators of mobiles aJ'ld portables ill the field and a dispatcher at a console in all office. 
Carrier's facilities arc used by business custumers, not by consumers. and till a very spccitic, 
niche communications requirement fbr one-to-mRny mobile transmissions. They involve 
bLlsiness. not. personal, communications and, by their nature, are far from private. Therei()fc. 
there is little OT no likelihood that Carrier will ever have infonnalion that requires erNI 
protection. 

Nevertheless. and out of an abwl<.iance of caution, Carrier has established the operating 
procedures detailed below that ensure compliance with the Commission's regulations regarding 
lh~ protection of CI)Nl: 

• Carrier hu,> adopted a manual and keeps it updated with FCC ePNI rule revisions, anll 
has d~'Signated a CPNI curnpliance officer tu llversee CP;\ll tmining and implementation. 

• Carrier mlllinlially educates and trains its employees regarding the appropriate use of 
CPr-.; l. Carrier has t!~tablished disciplinary procedures should an employee violate the 
CPNI pn:.1cedures established by Carrier, 

• Carrier has implemented a ~yslem whereby Lh~ status of a c.:ustomer's CP~I approval can 
be delt=nnincd prior to the usc of CPNL 

• CmTicr maintains a record of its and its affiliates' sales and marketing campaigns that use 
its customers' ePN!. Carrier also maintains a record uf any and all instanct::s where ePNI 
WC1S disclosed or provided to third parties, or where third parties were allowed acc;es~ 10 

CPNl. The record includes a description of each campaign, the specitk CPNI that was 
used in t.he campaign, and what products and services were offered as a pal1 of the 
campaign. 

• Cal'l'ier has established a supervisory review process regarding compliam;c with the CPNI 
rules with res~l to out hound marketing situations and maintains records of carrier 
compliance fur a minimum period of one year. Specifically. Carner's sales personnel 
()htain supervi~ory approval of any proposed outbound marketing re'-!ucst for cllstomer 
approval regarding it~ CPNJ, and a process ensures that opt-out elections arc rec.:ordcd 
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Texas Uigfoot Communi(;(Jtions 
FRN 000 16J 7990 
CPNt <.'ertitication 

and followed . 

• Carrier has estahlished procedures to nOli(y law enforcement and cusLomcr(s) of 
unallthoriz.ed disdnsure orCPNI in accordance with FCC timelines. 

• Carrier took the folluwing actions against data bmkers in 2011. including prOl.:ccdings 
instituted or petitions tiled by Carner at a state commission, in th~ cOLlrt system, or at the 
Federal Communications Commission: Nonc 

• The Iblluwing is information Carrier has with respect to the pmcessts prctcxters rlre 
using to attempt to access CPNI, ~nd [if anyl what steps carriers are taking to proLed 
ePNI: Carrier has determined that no pretexter bas attempted to access CPNI on 
Carritr's system. 

• The Ihlluwing is a sununary of all customer complaints recd .... ed in 2011 regarding the 
unauthorized release of ePNT: 

o Numher or customer complaints Carrier received in 2011 related to unauthorized 
access to CPN I, or unauthorized disclosure of ePN1: None 

o Category uf complaint: 
!L Number of instances of improper access by employees 

• L Number of instances of improper disclosure to individuals not 
authorized to recdve the information 

• !L.. Number of' instances of improper access to onlinr informaLiOJi by 
individuals not authorized to view the infonnation 

• !!.. ~un1hcr of other instancl;!s of improper access or disclosure 
o Description of instances of improper access or disclosure: None 
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